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JISC DATA DISSEMINATION COMMITTEE 
Friday, February 24, 2023, 9:00 a.m. – 10:00 a.m. 

Zoom Teleconference 
URL: provided via invite 

MEETING MINUTES 

 
Members Present: 
Judge John Hart, Chair 
Judge Scott Ahlf 
Judge Kathryn Loring 
Judge Robert Olson 
Judge David Mann 
Ms. Paulette Revoir 
Ms. Barbara Miner 
Mr. David Reynolds 
 
 

AOC Staff Present: 
Kevin Cottingham, Data Dissemination 
Administrator 
Alice Fiman, Court Records Access 
Coordinator 
Emmelyn Hart, Contracts Manager 
Michael Keeling, ISD Operations Manager 
Jan Nutting, Public Records Officer 
Maureen Roberts, MSD Administrative 
Secretary 
 
Guests Present: 
Rowland Thompson, Allied Newspapers 
Jennifer Ortega, liaison from ATJ Board 
Heidi Percy, Snohomish County Clerk 

 

0) Call to Order 
Judge Hart called the meeting to order at 9:03 a.m. and welcomed all participants. Judge Hart 
introduced new member, Judge Mann.  

1) Approval of Minutes 
It was moved and seconded to approve the June 24, 2022, minutes with a minor correction to a 
misspelling of Judge Ahlf’s name. 

2) Proposed Addition to GR 15 
DDA Cottingham presented this item, stating that the suggested comments came from a 
discussion with Mr. Reynolds regarding GR 15 and its applicability to certain case types, 
especially where additional protections come from statute. They had agreed upon using 
comments as clarification to the rule, as juvenile records are a contentious issue and their intent 
was to make no material changes—only to aid in compliance at a local level and bring 
awareness to statutes already offering protections.  
Additionally, DDA Cottingham also pointed out that Section (c)(4) included the language “unless 
protected by statute”. For consistency, it was suggested to apply this to (d) as well, though he 
pointed out that his understanding is that this is generally read into the rule already. 
DDA Cottingham noted that Mr. Reynolds’s original suggestion was to cite to the specific 
subsection, but pointed out that bills frequently renumber subsections, and that his preference 
would be to cite to the chapter to avoid needing to frequently update the comment. 



 

Judge Loring stated that comments are not ideal, and that she might prefer to clarify by 
changing the rule language. DDA Cottingham pointed out that when statutory language is 
changed, there is a presumption that that the intent was to change the effect of the statute, and 
that court rules are treated similarly. Judge Loring concurred, but pointed out that it is a 
rebuttable presumption. 
Mr. Reynolds moved to make the discussed changes. Judge Olson seconded. The motion 
carried unanimously. 

3) Other business 
DDA Cottingham brought to the attention of the committee a call he had received from a 
member of the public. The individual was charged with a crime, but prosecutors requested 
dismissal of the case within a day of filing. Because the charge was DV-related, Courts of 
Limited Jurisdiction retention schedules will only allow the case to be removed from the system 
after 15 years past case completion. DDA Cottingham pointed out that court records differ from 
criminal background records in that Chapter 10.97 RCW places restrictions on non-conviction 
data, but court rules have no such equivalent. He stated his intent to form a workgroup, due to 
the present issue and the effect on cases impacted by the Blake decision.  
Tentative work group members: 
Barb Miner Heidi Green Judge Mann 
Paulette Revoir Judge Hart Rowland Thompson 
Judge Loring Katherine George Judge Ramseyer  

Judge Hart inquired about other business. Hearing none, he expressed sincere appreciation for 
the work of the Committee and adjourned the meeting at 9:50 a.m. 



2.  JABS Request by 
Friendship Diversion 
Services 



Within our office, we currently use JIS to look up Defendant cases to see if they are eligible for services in 
our office. We look at each individual open case to see if the Defendant has any ac�ve warrants. If there 
are any ac�ve warrants, we are not able to enroll the Defendant in our Electronic Home Monitoring 
program. We track warrants and new charges for our Diversion program as well. With our Diversion 
program, we recommend certain services/treatment the Defendant must take to complete their 
Diversion program. We look at their criminal history and their new charge(s) to see what kind of 
services/treatment they could benefit from with their criminal history and current charges. Using the JIS 
system, we have to open each individual case to see what the charges are which takes quite a bit of �me 
if they have a long criminal history. We also use it to verify addresses for returned mail.  

With using JIS, some of our staff are having a difficult �me naviga�ng the system with all the different 
codes and “F” keys. They are not able to do their job in a �mely manner because of the difficulty of the 
JIS system. It is difficult to read and to navigate. We also use the JIS weblink, but do not get enough 
informa�on on the actual weblink so we are having to use the bluezone which is difficult to navigate. The 
JIS system also does not give you any informa�on on Superior Courts (Felony) cases. So, we must 
navigate to the Odyssey Portal to look up each individual felony case to see if there are any ac�ve 
warrants. Naviga�ng between both programs takes a lot of �me, especially if a Defendant has a long 
criminal history. With JABS, you are able to see all cases and if any of them have any ac�ve warrants on 
one screen.  

I personally worked at the Grays Harbor County Prosecutor’s Office for almost four years and used JABS 
and JIS. JABS was definitely more user friendly and gave you so much more informa�on on just one 
screen with no codes or different keys to navigate the system.  Our office would benefit greatly from 
using JABS instead of JIS when confirming any ac�ve warrants, new charges and address informa�on 
efficiently and be able to provide services to the Defendants that are court ordered to go through our 
programs and to the Courts with any new charges or warrants the Defendant may obtain.  

In our office, we would be using JABS strictly for case reviews for warrants, upcoming court hearings, 
criminal history, and occasional address informa�on for any returned mail. We must monitor court 
hearings because the Atorney’s need case reviews sent to them and the Judge regarding their progress 
in our program. Everything in our office is strictly confiden�al and the use of JABS would be strictly for 
the purposes men�oned above.  

Please accept our request to access JABS so we can beter serve our courts and our clients. I appreciate 
your �me and your considera�on.  

Thank you, 

Misty Mann 

Case Manager 

Friendship Diversion Services 



      

 

February 8, 2024 

TO:  Data Dissemination Committee 

FROM: Kevin Cottingham, AOC Data Dissemination Administrator 

RE: Request from Misty Mann for JABS Access  

 

Ms. Misty Mann is a manager with a local branch of Friendship Diversion Services, a 
diversion service provider contracted with several courts. She contacted AOC to obtain 
elevated access to JIS-Link & JABS, but her request was denied because she does not 
fit into one of the already-established categories entitling a requestor to elevated 
access. 

AOC recommends that the DDC deny the request from Ms. Mann, as she would be 
well-served by JIS-Link’s public access or by using any of the other publicly-available 
applications run by AOC. JABS access allows users to view information generally 
marked confidential, including juvenile dates of birth and driver’s license numbers, and 
should only be granted where there is specific need. AOC makes this recommendation 
for two reasons. 

First, Ms. Mann’s present request does not currently fit into any established user class 
of JABS/JIS-Link. Broadly speaking, such access is given to prosecutors, public 
defenders, private investigators working with conflict attorneys, law enforcement, state 
agencies, and contracted civil legal aid societies, and these restrictions reflect the real 
risk that accompanies any application that makes non-public information accessible—
each individual with access to the information increases the chance that some pieces of 
nonpublic information be improperly disseminated. The DDC has struck a balance that 
serves justice partners well, meeting statutory obligations to people entitled to receive 
data while preserving the security of the data in the system. 

Second, there is no need for elevated access to court systems in the present request. 
Ms. Osborne’s searches can be performed using Odyssey, JIS-Link or AOC’s public 
case search. Most data points specifically mentioned by Ms. Mann in her appeal letter 
to the DDC—criminal history, charges and warrants—are all easily available in a public 
level search of JIS-Link; addresses are admittedly not provided, but could be provided 
on an individual basis by courts or prosecutors when participants are assigned to the 



program. AOC concedes that JABS is largely more user-friendly than JIS-Link, but the 
public application is actively being developed and convenience should not justify the risk 
of exposing confidential data. AOC has an employee dedicated to managing 
development of JIS-Link, and AOC would recommend that Ms. Mann list the ways in 
which AOC could rework JIS-Link to meet her needs; such development could benefit 
all public users statewide.  

It is, however, well within the authority of this committee to expand the categories of 
allowed user classes, and the work that Ms. Mann and other similarly-situated 
requestors perform is surely beneficial to the judiciary. If the DDC were to ultimately 
grant access, AOC would recommend establishing a level 20 account requiring a 
service agreement at the organization level with confidentiality agreements for all 
individual users, as this would minimize the risk of exposure of data.  



3.  Updates to standard 
Data Dissemination 
Agreement 
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STATE OF WASHINGTON 
ADMINISTRATIVE OFFICE OF THE COURTS 

AND 
[REQUESTOR] 

DATA SHARE AGREEMENT – [Number] 

This Agreement is entered into between the Washington State Administrative Office of the Courts 
(AOC), P.O. Box 41170, Olympia, WA, 98504, and the [Requestor] (“Requestor”), [Requestor 
Address]. 

PURPOSE 

[Purpose of Contract; see example below] 

The purpose of this agreement is to provide terms and conditions under which AOC will deliver to 
DCYF data on juveniles who start and complete Evidence-Based Programs. Data on each 
individual includes name, JUV #, date of birth, race, ethnicity, sex, risk level on both final and 
initial assessments, and other data points detailed in the Request for Information, attached and 
incorporated as Appendix A. The information will be used by local and juvenile courts to monitor 
performance metrics, pursuant to a requirement in RCW 43.216.015(6) that all DCYF contracts 
be performance-based. The data will additionally be used to evaluate administration of 
Aggression Replacement Training programs during FY20. 
 
IT IS THEREFORE AGREED AS FOLLOWS: 

1. AOC will provide [a description of reports]. The reports will include the data elements 
described in this Agreement and in Appendix A. Data provided under this Agreement is 
hereinafter referred to as “AOC Data”. AOC will not provide data to Requestor from any 
court case records that were sealed by court order. 

2. AOC has no obligation to provide any other data elements that are not contained in the 
AOC databases. AOC makes no representations or guarantees that all the requested 
data is available in the AOC databases. 

3. The parties acknowledge that future changes in the law regarding the confidential nature 
of the AOC Data received under this Agreement may affect the Requestor’s ability to 
obtain or use it. 

4. Requestor agrees to securely protect any AOC Data that is confidential and any 
information which identifies an individual, including but not limited to, name, date of birth, 
social security number and court case number, by maintaining the AOC Data in a 
physically and logically secure location when not in use. AOC Data will be electronically 
stored and transmitted using NIST-approved encryption algorithms. Electronic and 
physical access to the AOC Data is to be granted solely to those persons necessary to 
conduct the work described this Agreement. and by using computer passwords and/or 
encryption, physical locks and restricting access solely to those persons necessary to 
conduct the work described this Agreement. 

5. Requestor shall: 
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5.1. Use the data provided under this Agreement only for the purposes described in 
this Agreement and any appendices and for no other purpose; 

5.2. Limit access to the data provided under this Agreement to those persons 
necessary to conduct the work described in this Agreement;  

5.3. Agree that the name and address of any individual is ancillary to this request for 
access and that no identifying information will be used in reports or publications 
prepared in relation to this request; 

5.4. Prohibit the disclosure of the data provided under this Agreement in any form 
which identifies an individual; 

5.5. Prohibit the copying or duplication of the data provided under this Agreement 
other than for the stated purpose set forth in Appendix A; 

5.6. Immediately notify the AOC of any material changes in the purposes, scope, or 
objectives of its proposed research or in the manner in which the data provided 
under this Agreement will be gathered or used; 

5.7. Agree not to use any of the data provided under this Agreement to create a 
contact list for commercial purposes; and 

5.8. Provide AOC with a copy of any report generated from this research project 60 
days prior to publication with the opportunity for AOC to object to the use of the 
AOC Data in the report; however, any objection must be reasonable and 
rationally based. If such objection is made the data in question shall be removed 
from the report.[CK1] 

6. In the event Requestor deems it necessary, for the purposes consistent with this 
Agreement, to disclose the AOC Data to any other person or entity outside the 
Requestor, the Requestor shall: 
6.1. Secure the written agreement of any such person or entity to comply with all 

terms of this Agreement as if they were Requestor named herein; 
6.2. Submit such written agreement to the AOC with a request for its written consent; 

and 
6.3. Shall not disclose any of the AOC Data until the AOC has provided such written 

consent. 

7. Requestor further agrees that the AOC shall have the right, upon reasonable notice, to 
monitor, audit, and/or review the activities and policies of the Requestor (or any person 
or entity granted access to information and/or data under Section 6) in order to assure 
compliance with this Agreement. 

8. The effective date of this Agreement is the date of last signature. The term of this 
Agreement ends two years from the effective date, unless terminated sooner or 
extended as provided herein. 

9. Requestor will be invoiced for the AOC fees associated with providing the data 
requested and for any subsequent request made thereafter. 
9.1. Requestor shall make a non-refundable payment within 30 days of invoice 

receipt. 
9.2. Requestor agrees to pay the following amount to AOC to provide the data 

described in this Agreement: 

Fee Category Cost 
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Administrative Fee  $62 per report 

Data Warehouse 
Evaluation/Research/Programming 

$68 per hour 

Evaluation/Research $67 per hour 

JIS System Run Time $15 per minute or portion thereof, two minute 
minimum 

 

10. Requestor acknowledges that the AOC does not maintain official court records. Official 
court records are maintained by the courts of record. The AOC, the Washington Courts, 
and the Washington State County Clerks: 
10.1. Do not warrant that the AOC Data provided pursuant to this Agreement is 

accurate or complete; 
10.2. Will not include any information to Requestor that has been sealed by a court; 
10.3.10.2. Do not guarantee that the AOC Data is in its most current form; 
10.4.10.3. Make no representations regarding the identity of any person whose 

name is included in the AOC Data provided; and 
10.5.10.4. Do not assume any liability resulting from the release or use of the AOC 

Data. 

11. The highest category of AOC Data to be transferred under this Agreement is: 
☐  Category 1: Public information is information that can be or currently is released to 

the public in accordance with GR 31 
☐  Category 2: Sensitive information may not be specifically protected from disclosure 

by law and is generally for official use only 
☐  Category 3: Information that is specifically protected from disclosure by law and 

General Rules 
☐  Category 4: information requiring special handling is information that is specifically 

protected from disclosure by law and for which: 
a. Especially strict handling requirements are dictated, such as by statutes, 

regulations, or agreements. 
b. Serious consequences could arise from unauthorized disclosure, such as threats 

to health and safety, or legal sanctions. 

AOC is not responsible for restricted information entered improperly into case 
management systems. If Requestor becomes aware of unintentional disclosures of 
restricted information within AOC Data, Requestor shall notify AOC within 5 business 
days of discovery. 

11. The parties agree to protect the confidentiality of the AOC Data provided under 
this Agreement and shall adhere to any current or future statutory or administrative rules 
regulating the right of privacy and confidentiality, which relate to such data; such rules 
may impact the classification of AOC Data. The parties shall exercise due care to protect 
the AOC Data from unauthorized physical and electronic access. Due care includes 
establishing and maintaining security policies, enforcing access control, providing cyber 
security awareness training, standards and procedures which detail access security, 



Page 4 of 6 

premise security, and sanctions for unauthorized use or disclosure of data. Requestor 
shall notify the AOC immediately after becoming aware of any unauthorized access, use, 
or disclosure prior to any public notification. 

12. At the conclusion of this Agreement, Requestor shall destroy all electronic copies of 
AOC data or return to the AOC any AOC Data received under this Agreement. This 
includes any data copied and any data in backup and/or storage media, including disk 
drives and flash memory. 

13. Either party may terminate this Agreement without cause by providing written notification 
to the other party. If the Agreement is terminated by either party, Requestor shall return 
all AOC Data to AOC including all originals, copies, extracts, or other forms and/or 
formats. Section 14 and Section 15 will survive upon termination of this Agreement. 
Requestor’s obligation to maintain the confidentiality of the data received under this 
Agreement shall survive termination of this Agreement in accordance with applicable 
laws. 

14. Each party to this Agreement shall be responsible for its own acts and/or omissions and 
those of its officers, employees, and agents. No party to this Agreement shall be 
responsible for the acts and/or omissions of entities or individuals not a party to this 
Agreement. 

15. Requestor acknowledges that AOC shall not be responsible or liable in any way 
whatsoever for the validity of any AOC Data provided or for the use of AOC Data 
provided. Specifically: 
15.1. AOC shall not be liable for any demand or claim, regardless of form of action or 

venue thereof, for any damages resulting from the use by Requestor or other 
third parties of any data provided under this Agreement. 

15.2. AOC shall not be liable for any demand or claim, regardless of form of action or 
venue thereof, for any damages arising from incorrect or incomplete data 
provided under this Agreement. 

15.3. AOC shall not be liable to Requestor or any other party for any loss, including 
revenue, profits, time, goodwill, computer time, destruction, damage or loss of 
data, or any other indirect, special or consequential damage which may arise 
from the use, operation, or modification of data provided under this Agreement. 

16. The Project Manager for each of the parties shall be the contact person responsible for 
all communications regarding the performance of this Agreement. 

AOC Project Manager Requestor Project Manager 

Kevin Cottingham, Data Dissemination 
Administrator 
 
Administrative Office of the Courts 
Management Services Division 
PO Box 41170 
Olympia WA  98504-1170 
Phone: 360-705-5226 
Email: kevin.cottingham@courts.wa.gov 

Name 

Address 
CSZ 
Phone:  
Email: 
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17.16. GENERAL TERMS AND CONDITIONS: 
17.1.16.1. ALTERATIONS AND AMENDMENTS: This Agreement may be amended 

at any time by the mutual written agreement of the parties.  
17.2.16.2. ASSIGNMENT: Requestor may not transfer or assign: 

17.2.1.16.2.1. this Agreement or any portion thereof; 
17.2.2.16.2.2. any right or benefit accruing to Requestor under this Agreement; 

or 
17.2.3.16.2.3. any claim arising under this Agreement. 

17.3.16.3. DISPUTES: Except as otherwise provided in this Agreement, in the event 
that a dispute arises under this Agreement, a Dispute Board shall determine it in 
the following manner: each party to this Agreement shall appoint one member to 
the Dispute Board. The members so appointed shall jointly appoint one additional 
member to the Dispute Board. The Dispute Board shall review the facts, 
agreement terms and applicable statutes and rules and make a determination of 
the dispute. Both parties agree to exercise good faith in dispute resolution and to 
avoid litigation whenever possible. 

17.4.16.4. ENTIRE AGREEMENT: This Agreement sets forth the entire agreement 
between the parties with respect to the subject matter hereof and supersedes all 
previous discussions and agreements. Understandings, representations, or 
warranties not contained in this Agreement or a written amendment hereto shall 
not be binding on either party. 

17.5.16.5. GOVERNING LAW: This Agreement shall be governed in all respects by 
the laws and statutes of the State of Washington. The jurisdiction for any action 
hereunder shall be the Superior Court for the State of Washington. The venue of 
any action hereunder shall be in the Superior Court for Thurston County, 
Washington. Requestor, by execution of this Agreement, acknowledges and 
agrees to the jurisdiction of the courts of the State of Washington in all matters 
relating to this Agreement. 

17.6.16.6. HEADINGS: The headings used herein are for reference and 
convenience only and shall not enter into the interpretation hereof unless 
otherwise specified herein. 

17.7.16.7. CONFLICTS OF AUTHORITY: If any provision of this Agreement shall be 
deemed in conflict with any statute or rule of law, such provision shall be deemed 
modified to conform to said statute or rule of law. 

17.8.16.8. INDEPENDENT STATUS OF PARTIES: The parties to this Agreement 
will be acting in their individual capacities and not as agents, employees, 
partners, joint venturers, or associates of one another. The employees or agents 
of one party shall not be considered or construed to be the employees or agents 
of the other party for any purpose whatsoever. 

17.9.16.9. NON-EXCLUSIVITY: This Agreement is non-exclusive. During the term of 
this Agreement, the AOC reserves the right to enter into agreements with other 
parties as it deems fit. Nothing contained in this Agreement shall be construed to 
limit in any way the AOC's right to enter a like or similar agreement or grant a like 
or similar license to any other entity or party on such terms as the AOC may in its 
sole discretion deem appropriate. 

17.10.16.10. NOTICES: Any notice required or permitted to be given under this 
Agreement shall be effective if and only if it is in writing. Notice must be given by 
personal delivery or sent by United States mail. Mail to Requestor must be sent 
to Requestor’s address as set forth in this Agreement and mail to the AOC must 
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be sent to the Data Dissemination Administrator, Administrative Office of the 
Courts, 1206 Quince Street SE, PO Box 41170, Olympia, WA 98504-1170, or to 
such other address as each party has notified the other in writing. 

17.11.16.11. SEVERABILITY: If any term or condition of this Agreement or the 
application thereof to any person(s) or circumstances is held invalid, such 
invalidity shall not affect other terms, conditions, or applications which can be 
given effect without the invalid term, condition, or application; to this end the 
terms and conditions of this Agreement are declared severable. 

17.12.16.12. SUBCONTRACTING: Requestor shall not enter into subcontracts relating 
to this Agreement without obtaining prior written approval from the AOC. 

17.13.16.13. WAIVER: No term or condition of this Agreement shall be held to be 
waived, modified, or deleted, and no breach excused, except by a written 
instrument signed by the parties hereto. Waiver of any breach of any term or 
condition of this Agreement shall not be deemed a waiver of any prior or 
subsequent breach. 

17.14.16.14. COUNTERPARTS: This agreement may be signed in any number of 
counterparts, each of which is an original and all of which taken together form 
one single document. Signatures delivered by email in PDF format or facsimile 
will be binding for all purposes. 

17.15.16.15. SIGNING AUTHORITY: The signatories to this contract below represent 
that they have the authority to bind their respective organizations to this contract. 

 

[Requestor] 
 
 
 
___________________________________ 
(Signature) (Date) 
 
___________________________________ 
(Print Name) 
 
___________________________________ 
(Title)

State of Washington 
Administrative Office of the Courts 
 
 
___________________________________ 
(Signature) (Date) 
 
___________________________________ 
(Print Name) 
 
___________________________________ 
(Title) 
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